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Some find protecting our communications’ content
« boring » and prefer to spread « new hope » while they feed
their Al frankensteins with the information we provide them in
the exercise of our (more and more) limited e-freedoms.

We are of a different opinion : protecting content is the first
and foremaost priority, be it to protect artists’ work, business
communications or our medical data. To make it a continuous,
guantum-safe reality, we need to upgrade legacy technology at
the core of protecting content : AES. We provide a solution
that caters specifically to this issue and can use today’s CPUs.
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